IP Monitor v7.5
1. Description:

IP Monitor was developed to monitor multiple IP’s to determine if they were alive. It has since evolved to a tool from which you can do everything you need to a remote host. Monitor it, Ping it, trace route it, open a share, start remote support session, talk to it. I have decided not to make it a multi threaded application. Only one thread is started and all pings are done in this thread. There is no help file. This is it! 
2. Functionality:

IP Monitor can monitor multiple IP addresses and generate a notification message based on the parameters configured. The notify message is generated as plain text and can therefore be picked up and processed by any other application in order to notify somebody about a change in status. Email and Net Send options are also available.
It also has a graphing function. By holding Shift and clicking on a host a graph window for that host is displayed that will graphically display the ping responses. Currently only one graph window is supported.
Other nice features include network discovery and trace route.
3. Menu Options

3.1. Open

Choose a ping file to open.

3.2. Save

Save the ping file currently open.
3.3. Save as

Hosts to be monitored can be saved to ping file to be used later. Using different ping files per site or task prevents the screen becoming cluttered by unused hosts.
3.4. Configure (Hotkey – F4)
3.4.1. Notify Message

The notify message is the message that will be generated when either the Reachable, Unreachable or Threshold options are set when adding a new host to monitor. The message can be a combination of free text and specific variable that can identify the host, date and time, previous and current status. The predefined variables can be accessed by right clicking in the notify message box. The variable will be inserted at the present cursor position. A typical message may look like this:

<Description> is <Current_Status> again at <Time>

3.4.2. Notify Directory
The notify directory is the directory chosen were the notify messages will be placed. This location is chosen by using the drive and folder selection boxed to the right.

3.4.3. Polling Interval

This specified the interval, in seconds, between when the last IP in the list was polled to when the cycle will start again.

3.4.4. Pings

The amount of pings that will be sent to the host. The response time will be the average for all responses received.
3.4.5. Tolerance

The amount of polls that a host must remain in it’s changed state before a notify message will be generate. This means you won’t be notify of a host being unreachable when it only misses one ping due to a network peak.
3.4.6. G/Points
The amount of point that will be show on the graph before it starts scrolling off.

3.4.7. Notify Option
Choose the type of notification that you would want to use. IP Monitor can send notifications to email, net send or file. For email notifications a valid SMTP host must be available to relay the message.
3.5. Add Host (Hotkey – Ins)
3.5.1. Description

A plain text description of the host i.e. Inner Firewall

3.5.2. IP Address

The IP address or hostname to be pinged

3.5.3. Block Size

Size of ping packet

3.5.4. Threshold

Time in milliseconds after which a response is deemed unacceptable

3.5.5. Notify Options

There are four notifying options and three notify states. The notify options are:

· N – No don’t notify

· Y – Yes notify if the status changes to any of the chosen states 

· N/T – Same as N and write responses to log file

· Y/T – Same as Y and write responses to log file

The notify states are:

· Reachable – Will create notify message if state changes to reachable and notify options is either Y or Y/T. 

· Unreachable - Will create notify message if state changes to unreachable and notify options is either Y or Y/T. 

· Threshold - Will create notify message if state changes to threshold and notify options is either Y or Y/T. 

3.6. Remove Host (Hotkey - Del)

Delete the currently selected host

3.7. Edit Host (Hotkey – F3)

Edits the currently selects host parameters. See Add Host.

3.8. Discover Network

Discover and populate ping grid with all valid IP addresses for specified IP / Subnet mask or choose only to populate with valid IP addresses that are reachable.
3.9. Import CSV

Imports the values of a comma separate values file into IP Monitor. The format of this file should be: xx.xx.xx.xx,description
3.10. Duplicate Host

Make a duplicate entry of the selected entry.

3.11. Move Unreachable to Top

When this option is selected all unreachable hosts will be displayed at the top of the grid.

3.12. Start / Stop

Will start or stop polling the hosts.

4. Pop-up Menu

Right clicking on an entry will display a pop-up menu with the following options.
4.1. Active

Make host active or in-active. When a host is in-active it will be ignored during pings. This is helpful if you to keep a host to ping later but do not need a result now.
4.2. Add Host

Add new host.

4.3. Remove Host

Delete host.

4.4. VNC

Start VNC session to selected host. VNCViewer must be present in the same directory as IP Monitor for this option to display.

4.5. Remote Desktop

Start a remote desktop (terminal server) session to the selected host. Terminal services client must be installed on machine for this to work.
4.6. Open Share

Open a share to the selected host. 
4.7. Net Send

Net Send a message to the selected host.
4.8. Duplicate

Duplicate selected host entry.

4.9. Trace route

Performs a Tracert to the host. The option to add any entry on the Trace route screen to the ping grid is available by right clicking on the entry to be added.
5. Upgrade / Support / Questions / Requests
Upgrades will be made available on http://www.mothership.co.za
Support, questions and requests can be directed to me at anton@mothership.co.za
